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Biztonsagos bankolas —
ugyféltajékoztato (2026)

A Trive Bank Hungary Zrt. kiemelt figyelmet fordit az elektronikus bankolas
biztonsagara. Az alabbi tajékoztatd célja, hogy Ugyfeleink naprakész, kozérthet6 és
gyakorlatias informacidkat kapjanak az online pénzigyi visszaélések megel6zéséhez,
valamint a digitalis eszk6zok biztonsagos hasznalatahoz.

1. Altalanos biztonsagi alapelvek

e A Trive Bank soha nem kér e-mailben, SMS-ben vagy telefonon:

o teljes bankkartya-adatokat (CVV/CVC kad),

o internetbanki vagy mobilbanki jelszat,

o egyszer hasznalatos megerésité kddot.
o Mindig a hivatalos csatornakat hasznalja (www.trive.hu, mobilalkalmazas).
o Kobz0ssegi médiaban megjelend banki hirdetésekre, Uzenetekre ne kattintson.

2. Adathalaszat és digitalis csalasok (2026-ban
jellemzo6 formak)

Az elmult években a csalasok modszerei jelentésen fejlédtek:

o SMS-alapu (smishing) tamadasok: csomagértesitésnek, banki riasztasnak
alcazva.

« QR-kdédos csalasok: hamis fizetési vagy bejelentkezési oldalakra iranyitanak.

o Mesterséges intelligenciaval generalt hanghivasok: valés személy vagy banki
ugyintéz6 hangjat utanozzak.

« Hamis mobilalkalmazasok: kllsé forrasbdl letodlthetd, bankinak tiné appok.

Ha egy Uzenet surget, megfélemlit vagy ,azonnali intézkedést” kér, az szinte biztosan
csalas.
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3. Internetes és mobilbankolas biztonsaga

Csak frissitett operacios rendszerrel és alkalmazasokkal bankoljon.
Hasznaljon biometrikus azonositast (ujjlenyomat, arcfelismerés), ahol elérhetd.
Ne hasznaljon nyilvanos, jelsz6 nélkali Wi-Fi halézatot bankolashoz.

Banki alkalmazast kizardlag hivatalos alkalmazas-aruhazbol telepitsen.

4. Jelszavak és hitelesités

Minden szolgaltatashoz egyedi jelszét hasznaljon.

Javasolt a jelszékezel6 alkalmazasok hasznalata.

Kapcsolja be a kétlépcsds azonositast, ahol lehetséges.

Ne mentse el jelszavait bongészében megosztott vagy idegen eszkdzon.

5. Online vasarlas és digitalis fizetés

Csak megbizhaté webaruhazban vasaroljon.

Ellendrizze a fizetési oldal cimét és tanusitvanyat.

Ne mentse el bankkartya-adatait ismeretlen oldalon.

Hasznaljon virtualis vagy limitalt bankkartyat online fizetéshez, ha elérheté.

6. Telefonos és ,,social engineering” csalasok

Gyanus, ha:
e pénz ,biztonsagba helyezésére” kérik;
o tavoli hozzaférést kérnek az eszkdzéhez;
. t_)_anki incidensre hivatkozva adatokat kérnek;
e Onnek kell bediktalnia egy SMS-ben kapott kédot.

A Trive Bank nem végez ilyen jellegli egyeztetést telefonon.

www.trivebank.hu
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7. Kulon figyelem fiataloknak és online jatékosoknak

« Jatékon bellli Gzenetekben érkezd linkekre ne kattintson.
e Ingyenes jutalom, skin vagy ,cheat” igérete gyakran kartékony kddot rejt.
e Hasznaljon kuldn e-mail cimet és erds jelszoét jatékfiokokhoz.

8. Mit tegyen gyanu esetén?

Ha ugy érzi, hogy adatai veszélybe kerultek:

o azonnal lépjen kapcsolatba Ggyfélszolgalatunkkal:
o % +3612151206

o ugyfelszolgalat@trive.hu
e moddositsa jelszavait,
o ellenbrizze szamlatorténetét.

9. Hasznos kiilso forrasok

o Kiberpajzs program (www.kiberpajzs.hu)
o Nemzeti Kibervédelmi Intézet (NKI) (nki.gov.hu)

10. Kiegészités — Digitalis mikodési ellenalléképesség
(DORA)

A Trive Bank Hungary Zrt. a pénzugyi szektorra vonatkozo Digitalis Mlkodési
Ellenalléképességrol sz6lo rendelet (DORA) elbirasainak megfeleléen kiemelt
figyelmet fordit az informacios és kommunikaciés technoldgiak (IKT) biztonsagara és az
ugyfeleket érintd digitalis kockazatok kezelésére.

A DORA célja, hogy a pénzugyi intézmények — igy a Trive Bank is — képesek legyenek:
e megelbzni a digitalis mikodést érinté zavarokat,

e gyorsan reagalni az informatikai incidensekre,
e Dbiztositani a szolgaltatasok folytonossagat.

www.trivebank.hu



Trive Bank Europe Zrt.
< trivebank

Mit jelent ez az Ugyfelek szamara?

« A Bank folyamatosan monitorozza digitalis rendszereit és azonositja a
kockazatokat.

« Informatikai vagy kibertamadassal 6sszefuggé incidensek esetén a Bank
meghatarozott eljarasrend szerint jar el, és szikség esetén tajékoztatja az
érintett ugyfeleket.

e A Bank kizarolag olyan technoldgiai és szolgaltatoi megoldasokat alkalmaz,
amelyek megfelelnek a vonatkozé biztonsagi és felugyeleti elvarasoknak.

Az ugyfelek szerepe a digitalis ellenalléképességben
A digitalis biztonsag kozos felelésség. Az Ugyfelek részérél kilondsen fontos:
e ajelen tajékoztatoban foglalt biztonsagi ajanlasok betartasa,

e agyanus események haladéktalan jelzése a Bank felé,
o az elektronikus csatornak rendeltetésszer( hasznalata.
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